Prepare Now
With the Department of Defense (DOD) ramping up its focus on cybersecurity for the supply chain, manufacturers will need to take specific steps to protect covered defense information (CDI) if they want to continue doing business with DOD.

With current and future DOD contracts at stake, compliance is a strategic necessity that contractors cannot ignore. And with third party certification audits to be conducted in 2020, time is running out for manufacturers to reach compliance.

How We’ll Help
To help navigate this new terrain, members of the Manufacturing Extension Partnership (MEP) National Network, have assembled a team of cybersecurity experts to assist in understanding the consequences of non-compliance and how to ultimately achieve compliance. Through this support, defense contractors will learn exactly what steps to take to ensure the protection of all information as well as the future of their business.

GENEDGE has been working with DOD to get the word out. Learn more about DFARS, the NIST 800-171 guidelines, the new Cybersecurity Maturity Model Certification (CMMC), and GENEDGE by attending an upcoming information session on Tue., Apr 21, 2020 at 8:30 a.m. Additional events in alternate locations are planned, see below for more information.

Cybersecurity Resiliency for Defense Contractors

Location: Hampton Roads, Hilton Norfolk The Main, 100 East Main Street, Norfolk, VA 23510
Date: Apr. 21, 2020
Time: 8:30 - 3:00 p.m.
No cost to register: https://genedge.org/event/cybersecurity-resiliency-for-defense-contractors-virginia

Additional Events:
Maryland, Mar. 24: https://genedge.org/event/cybersecurity-resiliency-for-defense-contractors-maryland
Alexandria, VA, June 11: Registration coming soon!